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1
Introduction
During the conference call on 18 Feb 2019 the following topic was quickly discussed:

· 2b) CN node that stores the mapping between manufacturer-assigned UE Capability ID and actual radio capabilities and whether we will specify external API for provisioning (ref. sol#4)
Solution #4 in TR 23.743 is currently the only solution that addresses this aspect.
2
Discussion on Solution #4
Solution #4 builds on top of the following assumptions:
-
AF provisions UE Radio Capability ID and corresponding UE Radio Capabilities to the Network.

-
NEF exposes API for UE Radio Capability provisioning to the AF.

-
NEF updates the UE Radio Capability Information to the UDR.

-
UDR can notify the updated UE Radio Capability Information to the subscribed AMF.

-
AMF is able to associate the UE Radio Capability ID and the full UE Radio Capabilities from the UE. AMF is also able to update the UE Radio Capability Information to the UDR.

The solution description also states that the AF can be “owned by UE manufacturer, or operator”.
We analyze each of these characteristics and make proposals.
2.1
UDR as storage node?

As discussed on the conference call, the dictionary storage node should be located in the serving PLMN. From that perspective the choice of UDR may not be appropriate because it is located in the HPLMN.

In our view the storage node should be defined as a new NF e.g. UE Capability DataBase (UCDB).

Proposal #1: The storage node should be defined as a new NF e.g. UE Capability ID Dictionary (UCDB).
2.2
How does NEF fit in the picture?

TS 23.501 clause 6.2.10 states the following:
Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.3) via the NEF to interact with relevant Network Functions.

In other words, whether the AF used for provisioning of the dictionary interacts directly with the UCDB or via the NEF depends on the trust model. Solution #4 assumes that the AF is owned either by the operator (e.g. a provisioning console) or by the 3rd party (e.g. the manufacturer who automatically provides dictionary updates as new device models are released on the market). Very likely in the former case the AF will interact directly with the UCDB, whereas in the latter case it will need to go via the NEF first.
Proposal #2: The provisioning of the dictionary in the UCDB should be possible by either direct interaction from the AF or via the NEF.

2.3
Subscribe/Notify or Request/Response?

Solution #4 is described using the Subscribe/Notify service interface model:

-
Interested AMFs subscribe with the UCDB.

-
When the UCDB is provisioned with a new dictionary entry, it notifies all subscribed AMFs.

It should be noted that the Request/Response model (currently not described in Solution #4) is also possible:

-
When a UE registers with the network, if the AMF does not have the UE Capability ID entry in the local cache, it makes a request for translation to the UCDB.
-
The UCDB replies with the requested dictionary entry and the AMF caches a local copy for future use.

Proposal #3: Both Subscribe/Notify and Request/Response model should be specified.

3
Summary
The location of the UE Capability DataBase (UCDB) in the 5GS architecture and the interactions with the AF, NEF and AMF are illustrated in Figure 1:
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Figure 1: UCDB in the 5G System architecture
It is noted that the UCDB can also be used as a storage node for PLMN-specific UE Capability ID. The interaction between the AMF and the UCDB should be similar for both types of UE Capability IDs. In case of PLMN-specific ID the UCDB can also be used as the node that assigns the PLMN-assigned ID.
Keeping both PLMN- and Manufacturer-specific IDs in the same place can also save signalling e.g. when the UCDB is queried by AMF with a Manufacturer-specific ID, if the UCDB does not have the corresponding entry, it can immediately assign a PLMN-specific ID and return it to the AMF in a single signalling transaction.

Proposal #4: The UCDB should also be used as a storage and ID assignment node for PLMN-assigned UE Capability ID.

4
Proposal

It is proposed to update TR 23.743 with a text proposal based on the following:

Proposal #1: The storage node should be defined as a new NF e.g. UE Capability ID Dictionary (UCDB).

Proposal #2: The provisioning of the dictionary in the UCDB should be possible by either direct interaction from the AF or via the NEF.

Proposal #3: Both Subscribe/Notify and Request/Response model should be specified.

Proposal #4: The UCDB should also be used as a storage and ID assignment node for PLMN-assigned UE Capability ID.

******************************** START CHANGE *********************************
8
Interim Conclusions

Editor's note:
This clause will capture conclusions from the study.
Editor's note:
These are interim conclusions and will be reviewed after response from RAN WGs.
For key issue #1 (How UE radio capabilities are identified?) the following principles are agreed:

-
The UE capability ID is a short pointer (few octets, the exact size is to be determined by RAN WG2) that is used to uniquely identify a set of UE Radio Capabilities;

-
The UE capability ID is assigned either by the serving PLMN or by the UE manufacturer, as follows:

-
Manufacturer-specific: The UE Capability ID may be assigned by the UE manufacturer in which case it is accompanied with the UE manufacturer information (e.g.TAC field in the PEI). In this case, the UE Capability ID uniquely identifies a set of UE Radio Capabilities for this manufacturer, and together with this UE manufacturer information uniquely identify this set of UE Radio Capabilities in any PLMN;

-
PLMN-specific: If a manufacturer-assigned UE Capability ID is not used by the UE or the serving network, or it is not recognised by the serving network, the serving core network may allocate UE Capability IDs for the UE corresponding to different sets of UE Radio capabilities the PLMN may receive at different times from the UE. In this case, the UE Capability IDs the UE receives are applicable to the serving PLMN and uniquely identify the corresponding sets of UE Radio Capabilities in this PLMN;

-
The type of UE Capability ID (Manufacturer-specific or PLMN-specific) needs to be distinguished when a UE Capability ID is signalled;

NOTE 1:
Which one of Manufacturer-specific or PLMN-specific and associated procedures for assignment are mandatory or optional in the UE, will be decided in normative phase of the work.
-
When the UE Capability ID is allocated by the serving PLMN the same PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities or different PLMN-specific UE Capability ID can be provided to multiple different UEs with the same radio capabilities. The strategies for allocating PLMN-specific UE Capability ID are based on local policy;

NOTE 2:
When the UE Capability ID is allocated by the serving PLMN, the method that the core network detects that the same UE Radio Capabilities are signalled by mutliple different UEs or the same "model" in order to allocate the same PLMN-specific UE Capability ID from SA2 point of view is left up to implementation or can be decided by RAN.
-
The UE stores the PLMN-specific UE Capability ID in non-volatile memory when in RM-DEREGISTERED state and can use it again when it registers in the same PLMN.

NOTE 3:
The number of PLMN-specific UE Capability IDs that UE stores in non-volatile memory is left up to UE implementation.
-
It shall be possible for a UE to change the set of UE Radio Capabilities in time and signal the associated UE capability ID, if available.
-
if a UE capability ID is assigned by a PLMN when a UE capability filter is used, then the UE capability ID is related to the Capability Filter.
-
The network or the Manufacturer shall be able to change the UE Capability ID associated with a device, e.g., due to a SW upgrade enabling new UE Radio Capabilities on the device side (for the manufacturer assigned UE Capability ID) in the network side;

-
At any given instant the UE has only one UE capability ID that is indicated to the network.
-
Solution #9 (UE Capability ID with delta set of capabilities) is recommended for normative work, subject to feasibility being confirmed by RAN WG2.
-
The mapping between a specific capability ID and a corresponding set of capabilities does not change once set.

For key issue #2 the following principles are agreed:

-
The UE Capability ID and the corresponding UE radio capability (commonly referred to as “dictionary entry”) are stored in a new function called UE Capability Management Function (UCMF). The UCMF is used for storage of dictionary entries corresponding to either PLMN-specific or Manufacturer-specific UE Capability IDs.
-
Provisioning of Manufacturer-specific UE Capability ID entries in the UCMF is performed from an AF that interacts with the UCMF either directly or via the NEF (or via Network Management).

-
For PLMN-specific UE Capability ID entries the UCMF also serves as the node that assigns the UE Capability ID values.

-
The service interface exposed by the UCMF shall be specified. Its known consumers are AF, NEF and AMF. The AMF can be updated with new dictionary entries using either the Subscribe/Notify or Request/Response model.
NOTE: The service-based interface needs to be designed to cope with UE capability size exceeding 65 536 bytes.
-
Owing to the need to support UE Radio Access Capabilities > 65 536 bytes (i.e. > 524 288 bits), and, the need to support fast, reliable, low processing complexity mechanisms for frequently used procedures (at least Service Request, RRC Connection Resume, X2&Xn handover, secondary gNB addition), the full UE Radio Access Capabilities shall not normally be transferred as part of those procedures. This requires that the serving and target RAN stores a local copy of the mapping between the UE Capability IDs and the full UE Radio Access Capabilities for the UEs that frequently use that RAN node.
-
if a UE capability ID assigned by PLMN is the result of the UE signalling a set of capabilities related to a UE capability filter provided by the network, the UE capability ID is stored always alongside (a reference to) the filter which was used when the capabilities associated to the ID were signalled.
-
AMF that supports the RACS feature is mandated to have access to full set of UEs radio capabilities and the mapping between UE Capability ID and corresponding UE radio capabilities for at least the UEs registered in this AMF;
-
NG-RAN that supports RACS, is mandatory to be able to maintain local storage of UE radio capabilities and have access to the mapping between the UE Capability ID and the full set of UEs radio capabilities;

-
A specific NG-RAN node that does not have the mapping between a specific UE Capability ID and the corresponding UE radio capabilities, shall be able to retrieve the mapping from CN.

-
The serving AMF stores the  UE Capability ID in the UE context if received and provides the capability ID to NG-RAN via N2 message, e.g. INITIAL CONTEXT SETUP REQUEST.
For key issue #3, the following principles are agreed:
-
RACS procedures will apply to 5GS. If there is interest similar procedures may apply to EPS but will be decided based on the objectives of the related work item in normative phase;

-
From SA WG2 point of view, for UEs that support the RACS feature, for UEs that are already assigned with an applicable UE Capability ID, it is mandatory to signal the UE Capability ID in Initial Registration. If both PLMN assigned and manufacturer assigned UE Capability IDs are available, the UE shall signal the PLMN assigned UE Capability ID;

Editor´s Note:
Whether and how for a given set of capabilities, the UE could later re-use a manufacturer-specific ID in a PLMN after being provided a PLMN-assigned ID for this set in this PLMN is FFS.
NOTE 4:
Whether UE indicates the UE capability ID via NAS or via RRC connection establishement+N2 signalling will be determined in coordination with RAN2 and SA WG3.

-
For backwards compatibility, the X2, Xn, S1 and N2 interface "Setup" signalling needs to be updated to exchange information on the support level for the RACS feature.

-
To allow for a mix of upgraded and non-upgraded RAN nodes over the X2/Xn interfaces, the UE Capability ID should be included in the Path Switch signalling between MME/AMF and RAN.

-
For backwards compatibility between nodes that support the feature and nodes that do not support the feature, if a peer node is not supporting RACS, the source node attempts to send to the peer node the UE capabilities that map to the UE capability ID. However, owing to message size limits, this may lead to an inter-CN node handover systematically failing, or, requiring the retrieval of the UE capabilities across the target RAN node's radio interface.
-
When a UE capability ID is associated to a UE capability filter, the association to this filter is conveyed over the signalling interfaces when a mapping between the UE capability ID and the UE capabilities is provided. This includes the interface between the UE and the Network.
 ******************************** END CHANGE *********************************
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